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	Requirement by Passport Services
for Photocopy of Applicant Birth Certificate

The U.S. Department of State, Passport Services, recently issued a directive to its staff that process applications for passports that the applicant be required to submit a certified copy of his or her birth certificate and a photocopy of the certificate. The certified copy would be returned to the applicant while the photocopy would be retained by Passport Services in its files. NAPHSIS asked Passport Services not to implement this requirement. In response, Passport Services postponed the requirement pending further discussion.

Members of the NAPHSIS staff and the chair of the NAPHSIS Security Committee participated in a conference call on September 12, 2013 with representatives from Passport Services. Major points from that call are:

· Passport Services needs to maintain a copy of the birth certificate in order to be able to audit the documentary evidence the acceptance staff person reviewed in processing the application. They insist that, if they cannot get a photocopy of the certificate, they will require a certified copy of the certificate that they will keep in their files. While such a requirement has not been in place for the past 3-4 decades, security concerns have changed to the point that audit capabilities be strengthened.
· Concerns expressed by NAPHSIS include:
· Some states prohibit copying of a certification and have this prohibition clearly displayed on the certified copy. In those states, the requirement to provide a photocopy would put the individual in the position of violating state law. 
· In some states, there are features in the security paper that prevent photocopying or obscure the content of the photocopy.
· Having photocopies of birth certificates in the Passport Services files presents a potential fraud issue because unscrupulous individuals could use the information on those photocopies to fraudulently obtain a certified copy.
· Having certified copies in the Passport Services files presents a fraud issue as those certificates could be stolen and used inappropriately. 
· Upon the death of a passport holder, their application information becomes subject to public records requests. Making birth certificate information available upon death conflicts with the statutes of many states which require birth certificate information to remain confidential for some period (e.g. 100 years) after the date of birth.
· NAPHSIS asked Passport Services if the use of EVVE could meet their requirements. The reply was that EVVE is not practical for two reasons: (1) not all states are participating in EVVE and some participating states have limited data available to EVVE; and (2) the EVVE display does not provide enough information for audit purposes. Texas and New York were mentioned, specifically, as large states not participating in EVVE. There was some discussion as to whether the EVVE display could be enhanced to provide the information that Passport Services would require.
· Passport Services prefers not to require a second certified copy for their files because of the added expense to the applicant and the potential for theft.
· Passport Services says they are not currently equipped to scan or photocopy the certificate themselves. They are working on upgrading their systems but don’t expect major upgrades to be in place for 3-5 years.
As you can see there are many unresolved issues and many items for consideration.  Our goal is to come to a mutual resolution that will be acceptable to the State Department to resolve any issues or concerns they may have while protecting the integrity of our vital records.

We will be having further conversation with the Passport Services regarding our concerns and in an attempt to come to an amenable conclusion.  Further information will be forthcoming to the membership as discussions continue. Please email your feedback and comments to Larry Nielsen.
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